
Available online www.jsaer.com 

Journal of Scientific and Engineering Research  

372 

Journal of Scientific and Engineering Research, 2018, 5(11):372-375 

 

    

 
Research Article 

ISSN: 2394-2630 

CODEN(USA): JSERBR  

    

 

Behavioural-Based Intrusion Detection for Serverless 

Architectures 
 

Satheesh Reddy Gopireddy 

 

DevOps Engineer & Cloud Security Researcher 

Abstract Serverless computing has transformed the cloud landscape, offering organizations unparalleled 

scalability, cost-effectiveness, and ease of management. However, the inherent nature of serverless 

architectures—stateless, ephemeral, and highly distributed—presents unique security challenges that traditional 

intrusion detection systems (IDS) struggle to address. Behavioral-based intrusion detection introduces a fresh 

approach to securing serverless environments by leveraging patterns in function behavior to identify potential 

threats without relying on signatures or static rules. This paper explores the design and application of 

behavioral-based intrusion detection systems (BIDS) for serverless architectures, highlighting how these 

systems can detect anomalies, adapt to evolving threats, and provide scalable security solutions for a new 

generation of cloud computing. 
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1. Introduction  

The Rise of Serverless and It’s Security Implications 

The shift to serverless computing has been nothing short of revolutionary for cloud service users. Serverless, 

often referred to as Function as a Service (FaaS), abstracts away the need for managing underlying 

infrastructure, enabling developers to focus entirely on code. With serverless, execution resources are 

dynamically allocated and scaled, responding to events and freeing organizations from the complexities of 

server provisioning and maintenance. 

While serverless architecture has clear advantages, this new approach also brings security concerns. Traditional 

security models, optimized for static and stateful environments, struggle with the stateless and ephemeral nature 

of serverless functions. Serverless functions typically have brief lifespans and are deployed in highly distributed 

settings, making it difficult to apply traditional intrusion detection methods. Additionally, the focus on rapid 

scaling and code efficiency makes it impractical to implement conventional agent-based or network-centric 

security solutions. 

Why Behavioral-Based Intrusion Detection? 

Behavioral-based intrusion detection focuses on identifying abnormal behaviors rather than relying on 

predefined signatures or known attack patterns. This approach is particularly suited to serverless environments, 

where functions are expected to operate within a narrow behavioral range. By learning the baseline behavior of 

serverless functions, normal resource usage, invocation frequency, typical execution paths—behavioral-based 

intrusion detection systems (BIDS) can identify deviations that may indicate an intrusion, without depending on 

static signatures. 
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Behavioral-based detection aligns well with serverless’ core principles, offering adaptive, lightweight security 

that scales alongside serverless applications. This paper delves into how BIDS can be integrated into serverless 

frameworks, what advantages they bring, and the specific security gaps they address. 

 

2. Understanding Serverless Security Challenges 

Before diving into behavioral-based intrusion detection, it’s essential to understand the unique security 

dynamics of serverless architectures. These challenges stem from serverless’ distinct execution model, which 

disrupts conventional security approaches. 

The Stateless Nature of Serverless Functions 

In serverless environments, functions are ephemeral and stateless, meaning each invocation is isolated, with no 

inherent memory of prior executions. This isolation benefits scalability but complicates security; each function 

instance is “new” from a security perspective, making it difficult to track long-term behavior or persist security 

context across invocations. 

Reduced Visibility and Control 

With serverless, control over the underlying infrastructure is entirely abstracted away. Cloud providers handle 

resource management, load balancing, and scaling automatically. While this model boosts developer 

productivity, it limits visibility into runtime processes, reducing opportunities for traditional monitoring and 

control. 

High-Volume, Event-Driven Executions 

Serverless functions can be invoked thousands or even millions of times in rapid succession, depending on 

application demands. High-frequency invocations create a challenge for intrusion detection, as distinguishing 

between legitimate bursts in activity and malicious activity requires a nuanced understanding of function 

behavior. 

 

3. The Case for Behavioral-Based Intrusion Detection in Serverless 

Behavioral-based intrusion detection presents a promising alternative to traditional methods, focusing on 

identifying deviations from expected behavior rather than detecting specific threat signatures. 

Learning Normal Function Behavior 

A behavioral-based intrusion detection system (BIDS) starts by establishing a “baseline” behavior for each 

serverless function. Baselines are typically established based on: 

1. Resource Consumption Patterns: Typical CPU, memory, and storage usage for each function, providing a 

reference for spotting anomalies. 

2. Invocation Frequency and Duration: Normal invocation rates and execution times, which vary based on 

function purpose and expected load. 

3. Execution Flow and Dependencies: The usual flow of function calls, including expected API interactions, 

data dependencies, and network traffic. 

By monitoring deviations from these baselines, BIDS can flag unusual behaviors that might signal a security 

threat, such as unauthorized access, unexpected spikes in resource usage, or unfamiliar invocation sequences. 

Adaptive Detection for Emerging Threats 

Behavioral detection is inherently adaptive, which makes it ideal for evolving threat landscapes. Rather than 

relying on static patterns, BIDS can detect new forms of attacks, such as advanced persistent threats (APTs) or 

account takeovers, based solely on unusual behaviors. This adaptability is critical in serverless environments 

where attackers may exploit the very benefits of serverless—its scalability and statelessness—to disguise their 

presence. 

Lightweight Monitoring for Scalability 

Given the high frequency of function invocations in serverless applications, intrusion detection must be 

lightweight to avoid bottlenecks. Behavioral-based detection can be implemented as a streamlined process, 

monitoring only key metrics and alerting when anomalies occur, rather than logging every detail. This 

scalability ensures BIDS can function without compromising serverless performance. 
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4. Proposed Framework for Behavioral-Based Intrusion Detection 

Implementing a behavioral-based IDS for serverless architectures requires a strategic approach that balances 

detection accuracy with system efficiency. Here is a proposed framework tailored to the needs of serverless 

environments. 

Baseline Behavior Modeling 

To create a foundation for intrusion detection, baseline behavior modeling should include: 

1. Historical Data Analysis: Analyzing past function executions to identify standard metrics for each function’s 

CPU, memory, and storage use, as well as typical duration and frequency of invocations. 

2. Behavioral Clustering: Grouping functions with similar behavioral characteristics, allowing the IDS to 

apply shared detection models and streamline monitoring across function classes. 

Real-Time Monitoring and Anomaly Detection 

Once baselines are established, real-time monitoring is essential for identifying deviations: 

1. Dynamic Thresholding: Adjusting detection thresholds based on real-time demand and usage patterns to 

distinguish between legitimate usage spikes and potential intrusions. 

2. Pattern Recognition: Utilizing machine learning algorithms, such as unsupervised clustering or neural 

networks, to detect unusual behaviors that deviate from the established baseline. 

Automated Response and Alerting 

A BIDS framework should include automated responses to minimize potential damage from detected threats: 

1. Function Quarantine: Isolating suspicious functions to prevent lateral movement within the serverless 

environment. 

2. Notification and Logging: Alerting security teams to anomalies and maintaining detailed logs for forensic 

analysis. 

 

5. Use Cases for Behavioral-Based Intrusion Detection in Serverless Environments 

To illustrate the benefits of behavioral-based IDS, consider the following use cases in real-world serverless 

deployments. 

Detecting Account Takeover Attempts 

Behavioral IDS can help detect account takeover attempts by flagging abnormal access patterns, such as unusual 

login locations or high-frequency invocations outside regular hours. By comparing these behaviors to 

established baselines, BIDS can swiftly alert security teams to potential unauthorized access. 

Identifying Malicious Function Triggers 

In serverless architectures, functions are often triggered by events, such as API calls or database updates. If a 

BIDS detects atypical patterns in these triggers—such as a function being invoked from an unexpected source or 

in unusual patterns—it can flag these as possible injection attempts or insider threats. 

Preventing Data Exfiltration 

Behavioral-based IDS is effective in spotting data exfiltration attempts that rely on subtle anomalies in data 

access and transfer. By monitoring functions that access sensitive data, BIDS can identify patterns like 

unexpectedly high volumes of data requests or data transfers to unrecognized IP addresses. 

 

6. Challenges and Considerations for Implementing Bids in Serverless 

While BIDS offers significant advantages for serverless security, implementing it effectively comes with its own 

challenges. 

High Variability and False Positives 

Serverless applications can exhibit highly variable behavior based on demand, leading to potential false 

positives. Adaptive thresholding and machine learning models trained on diverse data sources can help mitigate 

these inaccuracies, but careful tuning is essential. 

Balancing Security and Performance 

Monitoring every function invocation could create performance overhead, particularly in high-traffic serverless 

applications. Balancing comprehensive detection with lightweight monitoring is critical to ensure BIDS can 

operate without impacting serverless performance. 
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Data Privacy and Compliance 

Behavioral IDS systems must respect data privacy regulations, especially in sectors like healthcare and finance. 

Secure data handling and anonymization practices are necessary to comply with privacy standards and ensure 

that user data remains protected. 

 

7. Conclusion 

Behavioral-based intrusion detection provides a robust and flexible approach to securing serverless 

architectures, addressing unique challenges that traditional security models cannot meet. By monitoring function 

behavior rather than relying on static signatures, BIDS can detect anomalies indicative of potential intrusions, 

such as account takeovers, data exfiltration, and unauthorized access. This approach enables a proactive security 

posture, adapting to evolving threats and providing scalable protection without compromising the performance 

of serverless applications. 

As serverless adoption continues to grow, incorporating behavioral-based intrusion detection will become 

essential for organizations looking to balance security with the agility that serverless architectures offer. By 

adopting BIDS frameworks, cloud providers and enterprises can enhance their security postures, ensuring that 

serverless applications remain resilient against an increasingly sophisticated threat landscape. 
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