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Abstract Network Access Systems play a pivotal role in connecting customers to digital networks through 

diverse communication technologies such as optical fiber, copper, wireless, and satellite. This study offers a 

comprehensive exploration of Network Access Communication, focusing on issues related to network 

architecture, design, material selection, performance analysis, and emerging growth areas. Students will delve 

into the trade-offs between bandwidth and quality across various Network Access communication modes and 

gain familiarity with National Broadband Network technologies including GPON, HFC, VDSL2, 4G LTE, Wi-

Fi, and satellite systems. The research aims to equip students with extensive knowledge about the components 

of a Network Access System, including customer premise equipment, the digital local loop, and network 

management. Emphasis is placed on understanding fundamental operating principles and configuring equipment 

for common industry scenarios. The curriculum described includes Work Integrated Learning (WIL) experience, 

offering hands-on application of knowledge in real or simulated workplace settings, enriched by industry 

feedback. 

 

Keywords Network Access Systems, Broadband Technologies, Performance Analysis, Digital Connectivity, 

Work Integrated Learning 

1. Introduction  

Network Access Systems are integral to modern digital communication, serving as the critical link between end-

users and the broader internet infrastructure. These systems encompass a diverse array of technologies and 

methodologies designed to connect customers to digital networks, ensuring access to a wide range of online 

services and resources. With the rapid evolution of communication technologies, understanding the 

fundamentals and applications of these systems is crucial for anyone involved in network engineering and 

telecommunications. At the heart of Network Access Systems is the challenge of bridging the gap between the 

customer premises and the service provider’s infrastructure. This connection is achieved through various 

technologies, each offering unique benefits and limitations. Optical fiber, copper, wireless, and satellite 

technologies represent the primary mediums for network access, each catering to different needs based on 

performance requirements, geographical constraints, and cost considerations. Optical Fiber is renowned for its 

high-speed data transmission capabilities and is increasingly favored for its ability to handle large volumes of 

data over long distances with minimal signal degradation. Technologies such as GPON (Gigabit Passive Optical 

Network) leverage optical fiber to deliver high-bandwidth services, making it a cornerstone of contemporary 

broadband networks. The implementation of fiber optics involves careful consideration of network architecture 

and design to optimize performance and scalability. 

Copper-based technologies, including DSL (Digital Subscriber Line) variants such as VDSL2 (Very-high-bit-

rate Digital Subscriber Line 2), continue to play a significant role in areas where optical fiber deployment is 

economically or logistically challenging. Although copper-based solutions offer lower bandwidth compared to 
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fiber, they remain a practical option for many residential and business applications due to their widespread 

existing infrastructure. 

Wireless technologies such as 4G LTE and Wi-Fi provide flexibility and convenience, allowing users to connect 

without the need for physical cables. 4G LTE offers high-speed mobile internet access, crucial for on-the-go 

connectivity, while Wi-Fi enables local area network connections in homes, offices, and public spaces. The 

integration of these wireless solutions into network access systems requires a deep understanding of their 

performance characteristics and the trade-offs involved, such as range limitations and potential interference. 

Satellite communication offers a unique solution for connecting users in remote or underserved areas where 

terrestrial infrastructure is impractical. Satellite systems, while providing broad coverage, face challenges 

related to latency and bandwidth that must be addressed to ensure effective performance. This course aims to 

provide a thorough exploration of these network access technologies, focusing on key issues such as network 

architecture, design principles, and performance analysis. Students will gain insights into the complexities of 

network design, including the balance between bandwidth and quality across different communication modes. 

The course will cover National Broadband Network technologies, offering a detailed understanding of GPON, 

HFC (Hybrid Fiber-Coaxial), VDSL2, 4G LTE, Wi-Fi, and satellite systems. The objectives of this course 

extend beyond theoretical knowledge, emphasizing practical skills and real-world applications. Students will 

learn about the essential components of Network Access Systems, including customer premise equipment, the 

digital local loop, and network management. Understanding these elements is crucial for designing and 

maintaining effective network access solutions. Moreover, the course includes a Work Integrated Learning 

(WIL) component, allowing students to apply their knowledge in simulated or real workplace environments. 

This hands-on experience is enhanced by feedback from industry professionals, bridging the gap between 

academic learning and practical application. Through simulations and projects using industry-standard 

technology, students will develop the skills necessary to address contemporary challenges in network access and 

contribute to the ongoing evolution of digital connectivity. 

In summary, this course offers a comprehensive introduction to the fundamentals and applications of Network 

Access Systems, equipping students with the knowledge and skills needed to excel in the dynamic field of 

network engineering. 

 

2. Literature Review 

Burhanuddin, M. A., Mohammed, A. A. J., Ismail, R., & Basiron, H. presents a detailed examination of the 

Internet of Things (IoT) architecture, addressing the current challenges and proposing future research directions. 

The authors highlight the complexities in IoT systems, including scalability, interoperability, and security 

issues. They emphasize the need for a robust framework that integrates various IoT components to enhance 

efficiency and address existing limitations. The paper provides a comprehensive overview of the IoT landscape, 

offering insights into emerging technologies and potential research areas to advance IoT systems [1]. Hu, X., 

Chu, T. H., Leung, V. C., Ngai, E. C. H., Kruchten, P., & Chan, H. C. (2014). This survey explores mobile 

social networks, focusing on their applications, platforms, and system architectures. The paper discusses the 

integration of social networking features with mobile technologies, examining how these networks enhance user 

engagement and communication. The authors review various mobile social networking platforms and highlight 

future research directions, including improving scalability, privacy, and user experience. The study provides a 

foundation for understanding the evolving landscape of mobile social networks [2]. 

Gubbi, J., Buyya, R., Marusic, S., & Palaniswami, M. (2013). The paper offers a vision for the Internet of 

Things (IoT), outlining its architectural elements and future research directions. The authors propose a layered 

architecture for IoT that addresses various components such as sensors, communication networks, and 

application platforms. They discuss the challenges associated with IoT implementation, including data 

management, security, and integration with existing systems. The paper highlights potential research areas to 

improve IoT functionality and scalability [3]. Din, I. U., Hassan, S., Khan, M. K., Guizani, M., Ghazali, O., & 

Habbal, A. (2017). This survey examines caching strategies in information-centric networking (ICN), exploring 

current approaches, challenges, and future research directions. The paper discusses various caching techniques 

designed to enhance network efficiency and content delivery. It identifies key issues such as cache consistency, 
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placement strategies, and eviction policies. The authors provide insights into emerging trends and research 

opportunities in ICN caching [4]. 

Khan, A. A., Rehmani, M. H., & Rachedi, A discusses cognitive-radio-based IoT, covering its applications, 

architectures, and spectrum-related functionalities. The authors explore how cognitive radio technology can 

enhance IoT performance by optimizing spectrum usage and improving communication reliability. The paper 

addresses challenges such as spectrum sensing, management, and security, and suggests future research 

directions to advance cognitive-radio-based IoT systems [5]. Loo, J., Lloret Mauri, J., & Hamilton Ortiz, J. 

(2011). This review focuses on mobile ad hoc networks (MANETs), assessing their status and future trends. The 

authors examine the key characteristics of MANETs, including dynamic topology and decentralized 

management. They discuss various challenges such as routing, security, and resource management, and explore 

potential solutions and future research areas to improve MANET performance [6]. Nunes, B. A. A., Mendonca, 

M., Nguyen, X. N., Obraczka, K., & Turletti, T. (2014). This survey provides an overview of software-defined 

networking (SDN), tracing its evolution from past to present and outlining future directions. The authors discuss 

the fundamental principles of SDN, including programmability and network virtualization. They review various 

SDN architectures and applications, highlighting research trends and challenges in the development of 

programmable networks [7]. Ali, Z. H., Ali, H. A., & Badawy, M. M. (2015). This paper reviews IoT 

definitions, challenges, and recent research directions. The authors provide a comprehensive overview of IoT 

concepts, discussing key challenges such as scalability, security, and interoperability. They also review recent 

advancements and research efforts aimed at addressing these challenges and improving IoT systems [9]. Zhang, 

Z., Long, K., Vasilakos, A. V., & Hanzo, L. (2016). The paper investigates full-duplex wireless 

communications, discussing the associated challenges, solutions, and future research directions. The authors 

explore various techniques to achieve full-duplex operation, including self-interference cancellation and 

advanced signal processing. They highlight the potential benefits of full-duplex communication for improving 

network performance and provide insights into future research areas [10]. 

 

 
Figure 1: IoT Communication infrastructure 

 

 Yaqoob et al. presents a comprehensive review of IoT architecture, focusing on recent advances, taxonomy, 

requirements, and open challenges. The authors provide an in-depth analysis of IoT system components and 

their interactions and discuss various architectural models and frameworks. They identify key research areas and 

challenges that need to be addressed to advance IoT technology [11]. Aly, H., Elmogy, M., & Barakat, S. 

(2015). The paper explores big data in the context of IoT, covering applications, architecture, technologies, 

techniques, and future directions. The authors discuss how big data analytics can enhance IoT systems by 

enabling real-time data processing and decision-making. They review various technologies and techniques for 

handling big data in IoT environments and outline future research directions [12]. Dainotti, A., Pescape, A., & 
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Claffy, K. C. (2012). This paper addresses issues and future directions in traffic classification. The authors 

review current techniques for classifying network traffic and discuss their limitations. They explore emerging 

trends and challenges in traffic classification, including the impact of encryption and the need for more accurate 

and scalable methods [13]. John, W., Pentikousis, K., Agapiou, G., Jacob, E., Kind, M., Manzalini, A., ... & 

Meirosu, C. (2013). The paper examines research directions in network service chaining. The authors discuss 

the concept of network service chaining and its applications in network management and service delivery. They 

highlight key challenges and propose future research areas to improve the efficiency and flexibility of network 

service chaining [14]. 

 

3. Network Architecture 

In the digital era, the architecture of Network Access Systems (NAS) is fundamental to providing efficient, 

reliable, and scalable connectivity. As technology evolves and user demands increase, NAS architecture must 

adapt to address several key considerations. 

1. Diverse Technology Integration: Modern NAS must seamlessly integrate multiple communication 

technologies, including fiber optics, copper, wireless, and satellite. Each of these technologies has distinct 

characteristics, performance metrics, and use cases. For instance, fiber optics offer high bandwidth and low 

latency, making them suitable for high-demand applications. Wireless technologies, including Wi-Fi and 

cellular networks, provide flexibility and mobility but face challenges in terms of coverage and interference. 

Integrating these technologies into a cohesive architecture requires sophisticated network design and 

management strategies in figure 5. 

2. Scalability and Flexibility: As the number of connected devices and data traffic volumes continue to grow, 

NAS architectures must be scalable to accommodate increasing demands. This scalability involves not only 

expanding capacity but also adapting to varying traffic patterns and usage scenarios. Flexible architectures that 

support modular upgrades and dynamic resource allocation are essential. For instance, Software-Defined 

Networking (SDN) and Network Function Virtualization (NFV) enable more adaptable network management, 

allowing for rapid adjustments to network configurations and services. 

3. Performance Optimization: To meet the demands of modern applications, NAS architectures must be 

designed to optimize performance. This includes minimizing latency, maximizing throughput, and ensuring 

reliable Quality of Service (QoS). Advanced routing protocols, load balancing mechanisms, and traffic 

management techniques are employed to achieve these performance goals. For example, the deployment of 

advanced Quality of Service (QoS) mechanisms ensures that high-priority traffic, such as real-time 

communications, is handled efficiently, while lower-priority traffic does not degrade overall performance. 

4. Network Management and Automation: Effective network management is crucial for maintaining the 

performance and reliability of NAS. Automation and intelligent network management solutions are increasingly 

important for handling the complexity of modern networks. SDN and NFV facilitate centralized control and 

dynamic adjustment of network resources, improving efficiency and reducing operational overhead. These 

technologies enable network operators to manage large-scale infrastructures with greater precision and agility. 

5. Security Considerations: Security is a paramount concern in NAS architecture. As networks become more 

complex and interconnected, vulnerabilities and threats also increase. Robust security measures must be 

integrated into the network architecture to protect against unauthorized access, data breaches, and cyberattacks. 

This includes implementing advanced encryption, intrusion detection systems, and secure authentication 

protocols. 

The architecture of Network Access Systems in the digital era must address a range of challenges, including 

technology integration, scalability, performance optimization, network management, and security. By adopting 

flexible, scalable, and intelligent designs, NAS can effectively meet the growing demands of users and provide 

reliable, high-performance connectivity. As technology continues to evolve, ongoing innovation and adaptation 

will be crucial to maintaining the effectiveness and resilience of NAS architectures. 

 

Mitola, J. (1993). This seminal paper provides a survey of software radios, evaluating their potential and 

outlining future directions. The author discusses the concept of software-defined radios and their ability to adapt 

to different communication standards. The paper highlights key challenges in developing software radios and 



Siddique IM                                              Journal of Scientific and Engineering Research, 2017, 4(9):540-548 

Journal of Scientific and Engineering Research 

544 

suggests areas for future research and development [15]. Dai, L., Wang, B., Yuan, Y., Han, S., Chih-Lin, I., & 

Wang, Z. (2015). The paper explores non-orthogonal multiple access (NOMA) for 5G networks, discussing 

solutions, challenges, opportunities, and future research trends. The authors review various NOMA techniques 

and their potential benefits for 5G networks, including improved spectrum efficiency and user experience. They 

identify key research areas and challenges related to NOMA implementation [16]. Tehrani, M. N., Uysal, M., & 

Yanikomeroglu, H. (2014). This paper investigates device-to-device (D2D) communication in 5G networks, 

examining challenges, solutions, and future directions. The authors discuss the potential of D2D communication 

to enhance network efficiency and user experience. They highlight key issues such as interference management 

and resource allocation and propose future research directions [17]. Smulders, P. (2002). The paper explores the 

use of the 60 GHz band for local wireless multimedia access, discussing prospects and future directions. The 

author reviews the advantages of the 60 GHz band, including high data rates and low latency, and addresses 

challenges such as signal attenuation and interference. The paper provides insights into future research and 

development in this area [18] shown in figure 2.  

 

 
Figure 2: the adoption of different connectivity technologies in IoT 

 

Tourani, and Their survey focuses on security, privacy, and access control in information-centric networking 

(ICN). The authors review current approaches to securing ICN systems and identify key challenges related to 

privacy and access control. They propose future research directions to enhance the security and privacy of ICN 

implementations [8]. Gupta, R. A., & Chow, M. Y. (2009). This paper provides an overview of networked 

control systems, discussing their applications and research trends. The authors review various networked control 

system architectures and highlight key challenges such as network delays and reliability. They propose future 

research directions to advance networked control systems and improve their performance [1]. Agiwal, M., Roy, 

A., & Saxena, N. (2016). The paper offers a comprehensive survey of next generation 5G wireless networks, 

covering key aspects such as architecture, technologies, and research trends. The authors discuss the 

advancements in 5G technology and its potential impact on various applications. 

4. Discussion on Challenges for future 

As we advance further into the digital era, Network Access Systems (NAS) are evolving to meet the growing 

demands for connectivity and performance. However, several challenges must be addressed to ensure that these 

systems can support the future needs of consumers and businesses. 

Performance Challenges 

1. Bandwidth Demand: The exponential growth in data consumption due to streaming services, cloud 

computing, and IoT devices puts immense pressure on NAS. Current technologies like GPON (Gigabit Passive 
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Optical Networks) and VDSL2 (Very-high-bit-rate Digital Subscriber Line 2) are struggling to keep pace with 

the rising bandwidth demand. Future solutions will need to incorporate higher capacity technologies and 

efficient bandwidth management strategies to maintain performance as shown in figure 3. 

 

 
Figure 3: Cable broadband technology 

 

2. Latency and Quality of Service (QoS): Achieving low latency and high QoS is critical for applications such 

as online gaming, virtual reality, and real-time communications. As NAS technologies evolve, they must ensure 

minimal latency and consistent performance. Implementing advanced QoS mechanisms and optimizing routing 

algorithms will be essential to address these needs. 

3. Scalability: The scalability of NAS is a significant challenge. As the number of connected devices grows, the 

network must efficiently manage increasing traffic volumes. Technologies such as 5G and next-generation Wi-

Fi must be deployed with scalable architectures to handle large-scale deployments and ensure robust 

performance. 

Architectural Challenges 

1. Integration of Diverse Technologies: Network Access Systems must integrate various communication 

technologies, including fiber optics, wireless, and satellite. This integration poses challenges related to 

interoperability, network management, and maintaining a seamless user experience. Future NAS designs must 

include flexible architectures that can easily incorporate and manage these diverse technologies. 

2. Network Management and Automation: Managing complex NAS infrastructures requires advanced tools 

and techniques. Automation and network management solutions must be enhanced to handle the increasing 

complexity of networks. Software-defined networking (SDN) and network function virtualization (NFV) offer 

promising solutions by enabling centralized control and dynamic resource allocation. 
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Figure 4: Security concern 

 

3. Security Concerns: With the rise in networked devices, security is a growing concern. Network Access 

Systems must implement robust security measures to protect against threats such as cyberattacks and 

unauthorized access. Future architectures should include advanced encryption techniques, intrusion detection 

systems, and secure authentication methods to safeguard network integrity as shown in figure 4. 

 

5. Future Directions 

1. Adoption of Next-Generation Technologies: To address performance and architectural challenges, NAS 

must adopt next-generation technologies. Technologies such as 5G, Wi-Fi 6, and advanced fiber-optic systems 

will play a crucial role in enhancing network capabilities. The deployment of these technologies should be 

guided by thorough research and development to optimize their benefits. 

 

 
Figure 5: Network Architecture 
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2. Focus on Sustainability: As network infrastructure grows, its environmental impact becomes a critical 

concern. Future NAS designs should prioritize energy efficiency and sustainability. Implementing green 

technologies and practices will be essential to minimize the environmental footprint of network operations. 

3. Enhanced User Experience: Ultimately, the goal of NAS advancements is to enhance the user experience. 

Future developments should focus on delivering high-speed, reliable, and seamless connectivity. Innovations in 

user-centric network design, such as adaptive bandwidth allocation and personalized service delivery, will be 

key to meeting the evolving needs of consumers. 

4. Continued Research and Development: Ongoing research and development will be vital to overcoming the 

challenges faced by NAS. Collaborative efforts between industry, academia, and research institutions will drive 

innovation and lead to the development of new solutions. Investments in R&D will ensure that NAS can adapt 

to future demands and continue to provide high-quality connectivity. 

Addressing the challenges faced by Network Access Systems requires a multifaceted approach involving 

technological advancements, architectural improvements, and a focus on user experience. By embracing next-

generation technologies, enhancing security measures, and prioritizing sustainability, NAS can meet the 

growing demands of the digital era and provide reliable, high-performance connectivity. 

 

6. Conclusion 

In the ever-evolving landscape of the digital era, Network Access Systems (NAS) play a crucial role in 

connecting users to the digital world. As we advance into a future characterized by increased data consumption 

and technological complexity, the performance, architecture, and future directions of NAS are critical areas of 

focus. Performance remains a primary challenge for NAS, driven by the burgeoning demand for higher 

bandwidth and improved Quality of Service (QoS). Technologies like GPON, VDSL2, and emerging standards 

such as 5G and Wi-Fi 6 offer substantial improvements, but the pace of innovation must keep up with rapidly 

growing data traffic and user expectations. Addressing latency and ensuring reliable performance across diverse 

applications require continual enhancement of network capabilities and optimization of existing technologies. 

Architecturally, NAS must adapt to integrate a variety of communication technologies, including optical fiber, 

wireless, and satellite. The integration of these technologies presents challenges related to interoperability, 

scalability, and efficient network management. To navigate these complexities, future NAS designs should 

embrace flexible, modular architectures that facilitate seamless integration and support dynamic network 

environments. Automation through Software-Defined Networking (SDN) and Network Function Virtualization 

(NFV) will be essential for managing these sophisticated infrastructures and enhancing operational efficiency. 

Future directions for NAS will involve several critical trends. The adoption of next-generation technologies, 

such as advanced fiber optics and 5G, will drive significant improvements in network performance and capacity. 

Additionally, the focus on sustainability will become increasingly important, as the environmental impact of 

network operations must be mitigated through energy-efficient practices and green technologies. Enhancing user 

experience by providing seamless, high-speed connectivity and personalized services will be paramount in 

meeting the evolving needs of consumers. Ongoing research and development are essential to address the 

challenges and opportunities facing NAS. Collaborative efforts among industry, academia, and research 

institutions will foster innovation and lead to the development of effective solutions. By investing in 

technological advancements and focusing on sustainable practices, NAS can continue to deliver reliable and 

high-performance connectivity in the digital era. In summary, the future of Network Access Systems is poised 

for transformative growth. As the digital landscape evolves, NAS must evolve in tandem, embracing new 

technologies, improving performance, and addressing architectural challenges to meet the demands of a 

connected world. Through strategic advancements and a commitment to innovation, NAS will play a pivotal 

role in shaping the future of digital connectivity. 

 

References 

[1]. Gupta, R. A., & Chow, M. Y. (2009). Networked control system: Overview and research trends. IEEE 

transactions on industrial electronics, 57(7), 2527-2535. 



Siddique IM                                              Journal of Scientific and Engineering Research, 2017, 4(9):540-548 

Journal of Scientific and Engineering Research 

548 

[2]. Hu, X., Chu, T. H., Leung, V. C., Ngai, E. C. H., Kruchten, P., & Chan, H. C. (2014). A survey on 

mobile social networks: Applications, platforms, system architectures, and future research directions. 

IEEE Communications Surveys & Tutorials, 17(3), 1557-1581. 

[3]. Gubbi, J., Buyya, R., Marusic, S., & Palaniswami, M. (2013). Internet of Things (IoT): A vision, 

architectural elements, and future directions. Future generation computer systems, 29(7), 1645-1660. 

[4]. Din, I. U., Hassan, S., Khan, M. K., Guizani, M., Ghazali, O., & Habbal, A. (2017). Caching in 

information-centric networking: Strategies, challenges, and future research directions. IEEE 

Communications Surveys & Tutorials, 20(2), 1443-1474. 

[5]. Khan, A. A., Rehmani, M. H., & Rachedi, A. (2016). Cognitive-radio-based internet of things: 

Applications, architectures, spectrum related functionalities, and future research directions. IEEE 

wireless communications, 24(3), 17-25. 

[6]. Loo, J., Lloret Mauri, J., & Hamilton Ortiz, J. (2011). Mobile ad hoc networks: current status and future 

trends. 

[7]. Nunes, B. A. A., Mendonca, M., Nguyen, X. N., Obraczka, K., & Turletti, T. (2014). A survey of 

software-defined networking: Past, present, and future of programmable networks. IEEE 

Communications surveys & tutorials, 16(3), 1617-1634. 

[8]. Agiwal, M., Roy, A., & Saxena, N. (2016). Next generation 5G wireless networks: A comprehensive 

survey. IEEE communications surveys & tutorials, 18(3), 1617-1655. 

[9]. Ali, Z. H., Ali, H. A., & Badawy, M. M. (2015). Internet of Things (IoT): definitions, challenges and 

recent research directions. International Journal of Computer Applications, 128(1), 37-47. 

[10]. Zhang, Z., Long, K., Vasilakos, A. V., & Hanzo, L. (2016). Full-duplex wireless communications: 

Challenges, solutions, and future research directions. Proceedings of the IEEE, 104(7), 1369-1409. 

[11]. Yaqoob, I., Ahmed, E., Hashem, I. A. T., Ahmed, A. I. A., Gani, A., Imran, M., & Guizani, M. (2017). 

Internet of things architecture: Recent advances, taxonomy, requirements, and open challenges. IEEE 

wireless communications, 24(3), 10-16. 

[12]. Aly, H., Elmogy, M., & Barakat, S. (2015). Big data on internet of things: applications, architecture, 

technologies, techniques, and future directions. Int. J. Comput. Sci. Eng, 4(6), 300-3013. 

[13]. Dainotti, A., Pescape, A., & Claffy, K. C. (2012). Issues and future directions in traffic classification. 

IEEE network, 26(1), 35-40. 

[14]. John, W., Pentikousis, K., Agapiou, G., Jacob, E., Kind, M., Manzalini, A., ... & Meirosu, C. (2013). 

Research directions in network service chaining. 2013 IEEE SDN for future networks and services 

(SDN4FNS), 1-7. 

[15]. Mitola, J. (1993). Software radios: Survey, critical evaluation and future directions. IEEE Aerospace and 

Electronic Systems Magazine, 8(4), 25-36. 

[16]. Dai, L., Wang, B., Yuan, Y., Han, S., Chih-Lin, I., & Wang, Z. (2015). Non-orthogonal multiple access 

for 5G: solutions, challenges, opportunities, and future research trends. IEEE Communications 

Magazine, 53(9), 74-81. 

[17]. Tehrani, M. N., Uysal, M., & Yanikomeroglu, H. (2014). Device-to-device communication in 5G cellular 

networks: challenges, solutions, and future directions. IEEE Communications Magazine, 52(5), 86-92. 

[18]. Smulders, P. (2002). Exploiting the 60 GHz band for local wireless multimedia access: Prospects and 

future directions. IEEE communications magazine, 40(1), 140-147. 


