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Abstract A smart contract is a set of promises, specified in digital form, with a program enforcing the contract 

built into the code. Smart contracts run on blockchain technology, which is basically a distributed database that 

records all transactions that ever occurred in the network. A smart contract is an executable code that is executed 

on the blockchain to enforce an agreement between two or more parties. This paper provides a brief introduction 

to smart contracts. 
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Introduction 

A contract is an agreement with obligations which are enforced by law. It is the basic building block of a free 

market economy. It is used in business, marriage, politics, etc.  The digital revolution has brought new ways to 

formalize the relationships and contracts. The blockchain (literally,  a “chain of blocks”) has been introduced in 

2008 as a digital technology that supports the verification, execution and recording of transactions between 

different parties. It is a novel solution to the age‐old human problem of trust. A blockchain comprises a digital 

network and distributed ledger that track monetary transactions.  It is a distributed database that records 

transactions in the network. It is regarded as a breakthrough technology that can benefit many sectors. 

Using blockchain technology for smart contracts makes them tamper-proof, secure, transparent.  A smart 

contract is a software program that adds layers of information onto the transactions being executed on a 

blockchain. Of all the five cryptocurrencies, the Ethereum is by far the most successful blockchain with smart 

contracts in mind. Although smart contracts can be encoded on any blockchain, Ethereum is mostly used [1]. 

The term “smart contracts” was coined in 1994 by American computer scientist Nick Szabo, who realized that 

the decentralized ledger could be used for smart contracts. Smart contracts are programmable contracts that are 

capable of automatically enforcing themselves when pre-defined conditions are met.  A smart contract is an 

agreement between parties involved in a transaction that holds each party responsible.  Smart contracts help in 

exchanging money, property, or any valuable thing in a transparent, conflict-free manner while avoiding the 

services of a middleman such a bank, a lawyer or a notary [2]. The relationship between traditional contracts 

and smart contracts is shown in Figure 1 [3]. 

 
Figure 1: Relationship between traditional contracts and smart contracts [3]. 
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How Smart Contracts Work 

A smart contract is a user-defined program running on top of a blockchain. Smart contracts allow the execution 

of credible transactions between mutually distrusting agents, without third parties. The major objective of smart 

contracts is to provide security that is superior to traditional contract law while reducing transaction cost. Smart 

contracts have features [4]: (1) solely electronic nature; (2) software implementation; (3) increased certainty; (4) 

conditional nature; (5) self-performance; (6) self-sufficiency. The smart contract system is illustrated in Figure 2 

[5]. 

 
Figure 2: The smart contract system [5] 

To deploy a smart contract in Ethereum, a special creation transaction is executed.  This introduces a contract to 

the blockchain. During this procedure, the contract is assigned a unique address and its code is uploaded to the 

blockchain. Once successfully created, a smart contract is identified by a contract address [6]. The Ethereum 

address identity is assigned to every individual participating in the transaction.  Each contract holds some 

amount of virtual coins and is associated with its predefined executable code.  Cryptography plays a crucial role 

in this in that it is used for enforcement. The initiator of a transaction pays a fee (gas) for its execution, often 

measured in units of gas.  Smart contracts automatically perform the contract terms according to the received 

information. The parties reach an agreement on the contents of the contract and perform the contracts according 

to the behaviors written in certain computer algorithms.  Smart contracts are self-executable and self-verifying 

agents that cannot be changed once deployed in the blockchain. 

Smart contract checks to see if participants in a transaction comply with the rules predefined in the smart 

contract. If they do, the transaction is validated; if not, the transaction is rejected [7]. Smart contracts can be 

used to transfer assets of considerable value. Hence, it is crucial that their implementation is secure and bug-

free. 

 

Applications 

A Smart contract can be useful in a wide range of industries such as healthcare, automobiles, real estate, 

insurance, lotteries, supply-chain management, cryptocurrency exchanges, financial exchanges, covenants, law, 

government (e-voting system), creating a will, and many more [8]. 

 Automobile: For example, for self-parking vehicles, smart contracts could put into place a means of 

detecting who was at fault in a crash. Using smart contracts, an automobile insurance company could 

charge rates differently. 

 Real Estate: For example, rent your apartment to someone, and the ledger cuts your costs. All you do is 

pay via bitcoin and encode your contract on the ledger. You accomplish automatic fulfilment.  
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 Healthcare: Personal health records could be encoded and stored on the blockchain. The ledger can be 

used for healthcare management, such as supervising drugs, regulation compliance, and managing 

healthcare supplies. 

  

Benefits and Challenges 

The key characteristic of a smart contract is that its contents cannot be manipulated, and its execution cannot be 

prevented.  A smart contract cuts out discrepancies that typically occur with tradition contract processing which 

may lead to costly lawsuits. Blockchain is not just about eliminating the middleman. Blockchain could disrupt 

markets and drives cost savings by reducing labor-intensive processes and eliminating duplicate effort. Its 

transparency, security, and efficiency make it a particularly good choice for reshaping businesses [9]. Smart 

contracts are disintermediated and anonymous transaction. They offer the promise of increased commercial 

efficiency, lower transaction and legal costs. They may eliminate human bias and reduce the need for lawyers. 

Smart contracts are not immune from errors, omissions, or fault. The technology has yet to be fully developed, 

meaning that the spectrum of possible applications has not been fully explored. Ethereum (launched officially in 

June 2015) and the security of its smart contracts are in their infancy stage. 

Smart contracts can handle hold millions of dollars, easily making financial incentives high enough to attract 

adversaries. Their correct execution is crucial against attackers who may want to steal the assets. Writing secure 

smart contracts can be very difficult due to the open nature of Ethereum. 

 

Conclusion 

The programs designed to run on the Ethereum platform are commonly referred to as smart contracts.  A smart 

contract is a computerized transaction protocol that executes the terms of a contract. It may be regarded as a 

computer program that regulates and automates the relationship between two or more non-trusting parties. It is a 

specific application of blockchain technology. 

Smart contracts are receiving increasing attention in business, science, government, and academia because they 

eliminate the need for a trusted third party. The introduction of smart contract has caused some disruption in the 

contract market. 
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